
Cyber Solutions to keep you ahead of the Threat!

PeopleTec’s US Government (USG) Business Unit supplies advanced cyber 
solutions and cyber expertise to the US Department of Defense (DoD). In 
2020, PeopleTec launched our Commercial Cyber Business Unit, a wing of our 
existing cyber group that provides commercial, municipal, and other non-US 
government clients the same innovative cyber solutions and services that we 
provide to our DoD customers. Our team of cyber experts are entrusted with 
some of the highest national security clearances and meet or exceed the 
mandatory DoD certification requirements.  They harden, protect, and 
perform hunt operations on some of our nation’s most critical systems. We 
are skilled in rapidly adapting to the most strenuous cyber-contested 
environments and fight and win against nation-state cyber threats. Now this 
expertise is available to our non-US government partners from banks and 
hospitals to schools and local municipalities. We are ready to tailor our 
services to secure you against ransomware, denial of services, data theft, and 
a host of other disastrous cyber attacks in the news every day. 

“PeopleTec has a proven track record providing world class cyber support to 
a wide range of DoD customers. We have the right people, the right tools, 
and the right mindset to protect any client from the cyber threats they face.” 

– Rob Goldsmith, PeopleTec Senior Vice President

peopletec.com

National Defense
Experts Now

Supporting
Industry…



CERTIFICATIONS COMPETENCIES
Incident Response

• Forensics
• Continuity of Operations
• Architecture Recovery

Software Assurance
• Source Code Analysis
• Binary Analysis
• Developer Training

CMMC/DFARS (NIST-800-171)
• Documentation/Packaging 
Development & Auditing

System Monitoring
• Firewall Monitoring
• Complete Architecture Monitoring
• Critical Asset Monitoring

Application Development
• Custom Application
• Re-engineering of Obsolete 

Application
• Legacy Application Migration

Cloud-Based Services
• MS Cloud Implementation
• Office 365/Azure
• Amazon Web Services
• Monitoring

ICS/SCADA
• MODbus
• BACnet
• DNP3
• Communicating over LAN/WAN/WiFi

and common HF/UHF/VHF

FOR MORE INFORMATION

Rob Goldsmith
Sr. Vice President
256.319.3864
rob.goldsmith@peopletec.com 

Kris Lamb
Director
256.801.9061
kris.lamb@peopletec.com 

4901-I Corporate Dr.
Huntsville, AL 35805

256.319.3800

PeopleTec’s cybersecurity team partners with 
you to solve your most pressing problems

PeopleTec staff holds over 250 
cyber-related certifications

Penetration Testing (Red Team)
• Adversarial Attacks
• Phishing Campaigns
• Simulated Malware Deployment
• Physical Security
• Social Engineering
• Vulnerability Assessment
• Web Application Assessment

Compliance Auditing (Blue Team)
• System & Network Compliance 
• Policy Assessment/Compliance:

• NIST
• CIS Controls
• ISO
• HIPAA/HITECH Omnibus Rule
• PCI-DSS
• COBIT
• FISMA
• FedRAMP
• ITAR
• NERC CIP Standards

• Document Review
• Confirmation of System Asset Assumptions

On-Call System Support (Green Team)
• System & Network Configuration
• Policy Development
• Documentation Development
• System Asset Documentation
• System Hardening

PeopleTec Cyber Experts will 
bring their rigorous DoD 

experience to bear against your 
most pressing cyber challenges. 

We will partner with you and your 
team to assess your risk, harden 

your systems against 
ransomware, hunt for advanced 

persistent threats, conduct 
penetration tests, or address any 

other cyber issues.
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